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This is to certify that the Web Application : 12" June 2026
KTern

. . Application Name
Has undergone a comprehensive Vulnerability Assessment

and Penetration Testing (VAPT) conducted by KTern
Briskinfosec Technology and Consulting Pvt Ltd Build Version
1.0
Assessment Details:
Target

Date of Assessment  : 29" May 2025 - 13" June 2025

Date of Reassessment : 5" August 2025 - 18" August 2025 APl St i

Declaration:

A Web Application Security Assessment was conducted in alignment with the OWASP Web Security Testing
Guide, OWASP ASVS, and CWE/SANS Top 25. The assessment confirmed that all identified observations rated at
risk significant levels have been remediated within the agreed scope at the time of testing.
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Disclaimer : This certificate is not transferable and remains the exclusive property of , India. The content must not be altered and any promotion by employing this certificate or
certification body quality mark must adhere to the scope and nature of the certification and to the conditions of contract. Given the nature and inherent limitations of the sample-
based certification assessment, this certificate is not meant to express any form of assurance on the performance of the product, being certified on cybersecurity. This certificate
offers no guarantee or warranty to any third party that the company is in vulnerable to attack or breaches in its security, and accepts no liability to any third party in the event of

loss or damage resulting from a breach of customer’s security. It is the assessed entity’s responsibility to maintain compliance with the applicable requirements throughout the
certification period. All rights reserved




